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Absrtact 

This study aimed to identify electronic government and its continued growth in 

providing government services. Then recognize the need to support information security 

best practices to successfully implement new social and technical procedures in 

government agencies that serve the public. The ultimate goal of government (at all levels) 

is to establish and strengthen a relationship with the larger population. As their 

participation leads to government productivity, for the distance between citizens and 

government to be reduced, public services must be provided in convenient and efficient 

forms, where employees working in the public sector still have the ability to maintain the 

process to provide additional assistance. The study concluded that it became clear to us 

that the technological revolution is an information revolution based on personal data, the 

protection of which is linked to the necessity of protecting privacy, and that every natural 

person has the right to view his personal data in the public and private sectors and has the 

right to request amendment or cancellation in the event of an error in it. It recommended 

that administrative control keep pace with the tremendous development in information 

technology, modernize the means of monitoring and development in information 

technology, and continuously raise awareness of the importance of legal protection of 

electronic personal data as one of the applications of the right to privacy. Pointing out the 

risks associated with negligence in preserving data privacy. 

Keywords: personal data, right to privacy, electronic government 

 

 


